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KENYA REINSURANCE COR_PORATION LIMITED
INFORMATION SECURITY POLICY

It is the policy of the Kenya Reinsurance Corporation (Kenya Re) that information

confidentiality, integrity, and availability requirements, needs and expectations of interested
parties are identified and that information is protected through a systematic process of risk
assessment and risk treatment to satisfy, as appropriate, interested parties and needs of the
Corporation in consideration of its mission to provide risk management solutions that secure

the future and create value for stakeholders.

To ensure the integration and effective management of information security practices within
Kenya Re, an Information Security Management System (ISMS) has been established,
implemented, maintained, and shall be continually improved in accordance with the
requirements of ISO/IEC 27001. The management system shall be independently audited for

conformity at least once annually and results reported to the Managing Director.

As part of this framework, measurable information security objectives shall be established and
monitored in the Corporation at all departmental levels. The overall performance of the ISMS
shall be reviewed by the Management at planned intervals, and at least once annually or in the
event of significant changes to ensure the continuing suitability, adequacy, and effectiveness

of the ISMS.

Version: 1.1, Revision/Review Date: 17" May 2023 I Ppagelof2 !
1



The Corporation is committed to:-

e Establishing, implementing, maintaining, and continually improving the ISMS in
accordance with the requirements of ISO/IEC 27001,

 Establishing and reviewing Information Security objectives at all Functions,
¢ Managing of information security risks through risk assessment and treatment,

* Reviewing the ISMS at planned intervals and in the event of significant changes to
ensure its continuing suitability, adequacy, and effectiveness, and

* Providing assurance to interested parties of the Corporation’s information security
capability and commitment in meeting their requirements and expectations though
third-party audits.

This Policy shall be communicated and understood internally by all employees, and externally

by all other stakeholders as well (through our website: www.kenyare.co.ke). It shall be reviewed

for continuing suitability taking into account changing Information Security Management

System requirements and other best practices.

DR. HILLARY WACHINGA, ( ) /
MANAGING DIRECTOR DATE: { ( . it
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